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Predmluva

ISO (Mezinarodni organizace pro normalizaci) a IEC (Mezinarodni elektrotechnicka komise) tvori
specializovany systém svétové normalizace. Narodni organy, které jsou Cleny ISO a IEC, se podileji na
vyvoji mezinarodnich norem prostfednictvim technickych komisi, zfizenych doty¢nou organizaci a
zabyvajicich se urcitou oblasti technické innosti. Technické komise I1SO a IEC spolupracuji v oblastech
spole¢nych zajmU. Prace se zUcastnuji i mezinarodni komise, vladni i nevladni, s nimiz ISO navazalo
pracovni styk.

ISO a IEC ustavily v oblasti informacni technologie spole¢nou technickou komisi, ISO/IEC JTC 1. Navrhy
mezinarodnich norem, pfijaté spole¢nou technickou komisi, se rozesilaji narodnim organlim k
hlasovani. Vydani mezinarodni normy vyzaduje souhlas alespon 75% hlasujicich ¢lend.

Mezinarodni norma ISO/IEC 13888-2 byla pripravena spolecnou technickou komisi ISO/IEC JTC 1,
Informacni technologie, subkomise SC 27, Bezpecnostni techniky IT.

ISO/IEC 13888 se sklada z nasledujicich ¢asti se spole¢nym nazvem Informacni technologie -
Bezpecnostni techniky - Nepopiratelnost:

Cést 1: Vdeobecné

Cést 2: Mechanismy pouzivajici symetrické techniky
Cést 3: Mechanismy pouzivajici asymetrické techniky
DalSi ¢asti mohou néasledovat.

Pfiloha A této Casti ISO/IEC 13888 je pouze informativni.
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1 Predmét normy

Cilem sluzby nepopiratelnosti je vytvaret, shromazdovat, udrzovat, zpristupnovat a validovat dikazy
tykajici se Udajné udalosti nebo Cinnosti, aby bylo mozné resit spory o tom, zda se udalost nebo



¢innost vyskytla Ci nikoliv. Tato ¢ast ISO/IEC 13888 popisuje obecné struktury, které mohou byt
pouzity pro sluzby nepopiratelnosti, a nékteré specifické mechanismy tykajici se komunikace, které
mohou byt pouzity pro zajisténi sluzeb nepopiratelnosti pdvodu (NRO), nepopiratelnosti doruceni
(NRD), nepopiratelnosti podani (NRS) a nepopiratelnosti pfenosu (NRT). Ostatni sluzby
nepopiratelnosti mohou byt vytvofeny pouzitim obecnych struktur popsanych v kapitole 8, aby
vyhovély pozadavkim vymezenym bezpecnostni politikou.

Tato Cast ISO/IEC 13888 se opira o existenci divéryhodné treti strany (TTP), jejimz GCelem je zabranit
faleSnému popreni, respektive odmitnuti. Obvykle je nutna on-line ddvéryhodna treti strana.

Mechanismy nepopiratelnosti poskytuji protokoly pro vyménu tokend nepopiratelnosti, specifickych
pro kazdou sluzbu nepopiratelnosti. Tokeny nepopiratelnosti pouzivané v této ¢asti jsou tvoreny
bezpecnymi obdlkami a dodate¢nymi daty. Tokeny nepopiratelnosti musi byt uloZeny jako informace
nepopiratelnosti, které mohou byt nasledné pouzity v pripadé sporu.

V zavislosti na politice nepopiratelnosti, platné pro specifickou aplikaci, a legislativnim prostredi, v
ramci kterého aplikace pracuje, mohou byt pro zkompletovani informace nepopiratelnosti vyzadovany
dodatecné informace, napfiklad:

dtkaz zahrnujici ddvéryhodné vyznaceni ¢asu poskytované autoritou pro vyznaceni ¢asu,

dikaz zajis»ovany notarem, ktery poskytuje ujisténi o ¢innosti nebo udalosti, provedené jednou nebo
vice entitami.

Nepopiratelnost miize byt zajisténa pouze v rdmci kontextu jasné vymezené bezpecnostni politiky pro
konkrétni aplikaci a jeji pravni prostfedi. Politiky nepopiratelnosti jsou popsany v CSN ISO/IEC 10181-
4,
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