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Predmluva

ISO (Mezinarodni organizace pro normalizaci) a IEC (Mezinarodni elektrotechnicka komise) tvori
specializovany systém svétové normalizace. Narodni organy, které jsou Cleny ISO a IEC, se podileji na
vyvoji mezinarodnich norem prostrednictvim technickych komisi, zfizenych dotyCnou organizaci a
zabyvaijicich se urcitou oblasti technické Cinnosti. Technické komise ISO a IEC spolupracuji v oblastech
spole¢nych zajm0. Prace se zUcastnuji i mezinarodni komise, vladni i nevladni, s nimiz 1SO a IEC
navazalo pracovni styk.

ISO a IEC ustavily v oblasti informacni technologie spole¢nou technickou komisi, ISO/IEC JTC 1. Navrhy
mezinarodnich norem, prijaté spole¢nou technickou komisi, se rozesilaji narodnim organdim k
hlasovani. Vydani mezinarodni normy vyzaduje souhlas alespon 75% hlasujicich ¢lend.

Mezinarodni norma ISO/IEC 9798-5 byla pfipravena spolec¢nou technickou komisi ISO/IEC JTC 1,
Informacni technologie, subkomise SC 27, Bezpecnostni techniky IT.



ISO/IEC 9798 se sklada z nasledujicich ¢asti se spolecnym nazvem Informacni technologie -
Bezpecnostni techniky - Autentizace entit:

- Céast 1: Vseobecné

- C4st 2: Mechanismy pouzivajici symetrické Sifrovaci algoritmy

- Cast 3: Mechanismy pouzivajici techniky digitdIniho podpisu

- Cast 4: Mechanismy pouZivajici kryptografickou kontrolni funkci

- Cést 5: Mechanismy pouZivajici techniky nulovych znalosti:
Prilohy A, B, C, D, E a F této Casti ISO/IEC 9798 jsou pouze informativni.

ISO a IEC upozornuji na skutecCnost, ze existuji prohlaseni, ze na shodu s touto ¢asti ISO/IEC 9798
mUze mit vliv pouziti patentd uvedenych v priloze E.

ISO a IEC nezaujimaji Zadné stanovisko k dikazlm, platnosti a rozsahu téchto patentovych prav.

Drzitelé téchto patentovych prav ujistili 1ISO a IEC, Ze jsou ochotni vyjednavat o licencich s uzivateli po
celém svété pri zachovani rozumnych a nediskriminacnich termind a podminek. V tomto smyslu jsou
vyroky drzitell téchto patentovych prav organizacemi ISO a IEC zaprotokolovany. Informace je mozné
ziskat na adresach uvedenych v pfiloze E.

Je tfeba upozornit, Ze nékteré prvky této ¢asti ISO/IEC 9798 mohou byt pfedmétem dalSich
patentovych prav, kterd nejsou uvedena v priloze E. ISO a IEC neprejimaji odpovédnost za identifikaci
nékterych nebo vSech patentovych prav.
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Tato Cast ISO/IEC 9798 specifikuje tfi mechanismy autentizace entit pouzivajicich techniku nulovych
znalosti. VSechny mechanismy specifikované v této Casti ISO/IEC 9798 poskytuji unilateralni
autentizaci. Tyto mechanismy jsou sestaveny s pouzitim principl nulovych znalosti, nebudou vsak
odpovidat pfisné definici nacrtnuté v priloze A pro vsechny volby parametrd.

Prvni mechanismus je zaloZeny na identitach. Dlvéryhodnd akredita¢ni autorita poskytuje kazdé
narokujici strané soukromou akreditacni informaci, vypoctenou jako funkce identifikaCnich dat
narokujici strany a soukromého klice akreditacni autority.

Druhy mechanismus je zalozeny na certifikatech, pouzivajici diskrétni logaritmy. Kazda narokujici
strana vlastni pro pouziti v tomto mechanismu dvojici verejny kli¢, soukromy kli¢. Kazdy ovérovatel
identity narokujici strany musi vlastnit ddivéryhodnou kopii verejného ovérovaciho kli¢e narokujici
strany; prostredky, kterymi je toho dosazeno, jsou mimo rozsah této normy, mze toho byt vsak
dosazeno distribuci certifikatd podepsanych divéryhodnou treti stranou.

Treti mechanismus je zalozeny na certifikatech, pouzivajici asymetricky Sifrovaci systém. Kazda
narokujici strana vlastni pro asymetricky Sifrovaci systém dvojici verejny kli¢, soukromy kli¢. Kazdy
ovérovatel identity narokujici strany musi vlastnit dlvéryhodnou kopii verejného kli¢e narokujici
strany; prostredky, kterymi je toho dosazeno, jsou mimo rozsah této normy, mdze toho byt vsak



dosazeno distribuci certifikatl podepsanych ddvéryhodnou treti stranou.
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