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Information technology - Code of practice for information security management

Technologies de I'information - Code de practique pour la gestion de sécurité d’information

Oznameni o schvalenf{

Mezinarodni norma ISO/IEC 17799:2000 Informacni technologie - Soubor postupl pro fizeni informacni
bezpe&nosti byla schvélena Ceskym normaliza¢nim institutem k pfimému pouzivéani jako CSN I1SO/IEC
17799 bez jakychkoli modifikaci. Mezinarodni norma ISO/IEC 17799:2000 ma status Ceské technické
normy.

Uvedend mezinarodni norma je dostupnd v Ceském normalizaénim institutu, oddéleni
dokumentacnich sluzeb, Praha 1, Biskupsky dvdr €. 5.

Endorsement notice

The International Standard ISO/IEC 17799:2000 Information technology - Code of practice for
information security management was approved by the Czech Standards Institute for direct use as the
CSN ISO/IEC 17799 without any modification. The International Standard ISO/IEC 17799:2000 has the
status of a Czech Standard.

This International Standard is available at the Czech Standards Institute, Department of Documentation
Services, Praha 1, Biskupsky dvdr 5.

© Cesky normaliza¢ni institut,

2001 63472
Podle zakona €. 22/1997 Sb. sméji byt Ceské technické normy rozmnozovany

a rozsifovany jen se souhlasem Ceského normaliza¢niho institutu.
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Narodni predmluva
Upozornéni na narodni prilohu

Do této normy byla doplnéna narodni priloha NA (informativni), ktera obsahuje stru¢nou charakteristiku
normy.

Vypracovani normy
Zpracovatel: Ing. Alena Hénigova, ICO 61470716
Technickd normalizacni komise: TNK 42 Vyména dat

Pracovnik Ceského normaliza¢niho institutu: Ing. Petr Wallenfels
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Narodni pfiloha NA (informativni)

Stru¢na charakteristika normy

Pfedmét normy

Tato mezinarodni norma obsahuje soubor postupt a opatreni, které by mél management subjektu
implementovat pro zajisténi informacni bezpecnosti, tj. zajisténi dlveérnosti, integrity a dostupnosti
informaci zpracovavanych elektronicky.

V Uvodnich Castech je podan vyklad, co je informacni bezpecnost, proc je nezbytnd, jak stanovit
pozadavky na bezpecnost, jak provést odhad bezpecnostnich rizik, vybér kontrol, kde zacit a jsou
vysvétleny zakladni pojmy a definice.

Déle jsou v jednotlivych kapitolach rozvedeny cile a postupy z pohledu dil¢ich aspektl informacni
bezpecnosti.

-- Vynechany text --



